New Sentry
V4 install

No Cluster? YE!
Enter CMI on Single Enter CMI on
appliance Primary appliance
\ 4
Navigate to

Appliance Menu (3)

A\ 4
WARNING: Navigate to Sentry
Generating new Certificates WILL BREAK ANY A
EXISTING SAML INTEGRATION.
This must be done PREVIOUSLY to any SAML
integration configuration.
\ 4

Choose “Generate

new keys” (1)

WARNING:
When creating the new certificate, make sure that the
“common name” matches your external publication

address. Ex: https:// mydomain.com/sentry
\ 4

Choose “set
application root
URL” (4)

For the base url, enter the BASE external publication. v
Ex: https://mydomain.com

Choose “enter
public base URL” (1)

If non standard port, also reflect than, ex:
Https://mydomain.com:8443

no—> Press (0)

Main Menu?

yes

Enter menu Tomcat

(1)

Choose “restart
Tomcat “ (2)

Cluster?

yes

Choose (0) for main
menu

Enter “tools menu”

(5)

Choose “command
line” (5)

\ 4

Use LOckb0X2014 password. BE VERY CAREFULL ISSUING
COMMANDS FROM THIS POINT ON.
Issue the following command:

scp /home/swivel/.swivel/sentry/keys/* admin@ (other appliance
IP):/home/swivel/ swivel/sentry/keys/

exit

GOTO Secondary
appliance using CMI

Navigate to
Appliance Menu (3)

Navigate to Sentry
Menu (5)

\ 4

Choose “select new
Key” (2) and then
choose the recently
copied key from
menu

\ 4

Choose “set
application root
URL” (4)

For the base url, enter the BASE external publication. v
Ex: https://mydomain.com

Choose “enter
public base URL” (1)

If non standard port, also reflect than, ex:
Https://mydomain.com:8443

no—p Press (0)

Main Menu?

yes

Enter menu Tomcat

(1)

Choose “restart
Tomcat “ (2)

End
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